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Abstract: The paper presents an analysis of the achievable
range of operation and data rate for passive 13.56 MHz load
modulation communication. With increasing data rates and
lower transponder energy requirements, reading ranges are
primarily limited by background/man-made noise as well as
power amplifier noise, as is documented by experimental re-
sults.
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I. I NTRODUCTION

The free ISM-band (industrial, scientific, medical) in the
range of 13.56 MHz has become very popular for Radio
Frequency Identification systems. Despite the wide-spread
usage, little information is available in literature on thelim-
itations of such systems with respect to their range of op-
eration and the achievable data rates.

A basic block diagram of a load modulation High Fre-
quency Radio Frequency Identification (HF-RFID) system
is shown in Figure 1. A corresponding equivalent cir-
cuit can be found in Figure 2. For data transmission, the
transponder, which is mainly inductively coupled to the
reader, alters its impedance. This impedance change al-
ters currents and voltages at the reader antenna and thus
the signal can be detected [1]. It is also common that a
RFID reader uses separate antennas for the transmitter and
the receiver path.

Figure 1. Block diagram of a load modulation RFID system. Both
the reader on the left and the transponder on the right can receive and
transmit data. However, the transponder has to obtain the power supply
and typically the clock signal from the air link. Furthermore, it does
not act as an active transmitter but communicates by modulation of the
transponder impedanceZT .

II. M ODULATION AND DEMODULATION

For a load modulation system, the transmission power
associated with the passive device is governed by the field
strength at the transponder location generated by the active
device and the impedance variation in the antenna circuit of
the passive device (transponder). Therefore, the achievable
bit energy depends on the duration of the corresponding
symbol only and is thus independent of the bandwidth of

Figure 2. Equivalent circuit of a load modulation system: The reader
antenna is part of a resonance circuit and inductively coupled with the
transponder coil, which is also part of a resonance circuit in order to pro-
vide a sufficient voltage to power the electronic circuitry of the transpon-
der. Typically, binary modulation by means of switching the impedance
of the resonance loop is used [1].

the load modulated signal, i.e. load modulation can be con-
sidered as a power limited system where frequency shift
keying is a good choice for the modulation [2]. In con-
trast, On-Off keying spoils 50 percent of the available bit
energy. Consequently, the range or data rate for equivalent
geometry and transmitter power levels will be significantly
reduced compared to FSK.

The most common modulation schemes for RFID com-
munication are Amplitude Shift Keying (ASK), Phase
Shift Keying (PSK) and Frequency Shift Keying (FSK) and
are binary only (i.e. the alphabet uses the symbols 0 and 1).
On-Off Keying (OOK) and binary PSK can be considered
as a special cases of ASK whereas binary orthogonal FSK
can be considered as a combination of two complementary
ASK signals. In the following we will focus on FSK as an
example.

The probability of bit error for binary orthogonal FSK
(and for On-Off keying) with coherent detection is given
by
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whereEb is the energy per bit,N0 the spectral noise den-
sity andQ(.) the co-error function [2].

For non-coherent detection the probability of bit error
for binary orthogonal FSK is determined by
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The bit error rates for coherent and non-coherent detec-
tion are compared in Figure 3. For coherent detection rea-
sonable bit error rates can be obtained with anEb/N0 >
10 dB.

III. P OWERING RANGE

For the 13.56 MHz ISM band (13.56 MHz± 7 kHz)
the permitted magnetic field strength in a distance of 10
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Figure 3. Probability of bit error (BER) for coherent and non-coherent
detection of a binary orthogonal FSK signal for different bit energy to
spectral noise density (Eb/N0) values. Reasonable error rates for coher-
ent detection can be achieved with anEb/N0 of more than 10 dB.

meters from a device amounts to 60 dBµA/m (1 mA/m)
[3]. Please note that starting at above 8 meters the copla-
nar field strength exceeds the coaxial field strength. The
definition of the terms ”coaxial” and ”coplanar” is given in
Figure 4. Therefore, the field strength in coplanar orienta-

Figure 4. Definition of the terms ”coplanar” and ”coaxial” according to
[4].

tion must not exceed 60 dBµA/m in a distance of 10 m [3]
(compare Figure 5).

The magnitude of the magnetic field in coplanar orienta-
tion is given by

|Hr| =
2m0

4πµ

√

(

1

r3

)2

+
( ω

cr2

)2

(3)

and the magnitude of the magnetic field in coaxial orienta-
tion is determined by

|Hθ| =
2m0

4πµ

√

(

1

r3
− ω2

rc2

)2

+
( ω

cr2

)2

(4)

wherer is the distance between the source and the ob-
server,A the antenna area andm0 represents the magnetic
dipole moment, given by

m0 = µIAntA (5)

for a circular loop antenna [5].
The ISO 15693 standard [6] requires that transponders

operate at a field strength of 150 mA/m (103.5 dBµA/m).

Taking the field strength limit above into account, this cor-
responds to a powering range of approximately 1.3 meters
for the given transmitter antenna (Figure 5). However, with
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Figure 5. Powering range: The lower line indicates the field strength
provided by the test setup, the ”+”-symbols indicate experimental results.
The upper solid line depicts the limit when a maximum field strength
of 60 dBµA/m in a distance of 10 meters is permitted. The ISO 15693
standard requires operation at a field strength of 103.5 dBµA/m, corre-
sponding to a theoretic powering range of approximately 1.3 meters with
a 25 cm x 25 cm transmitter antenna.

lower field strength requirements of the transponders the
range may be extended, e.g. for a transponder with only
10 mA/m field strength requirement1 the powering range
would extend to 3.3 meters. The ranges not only depend
on the permitted field strength in a certain distance but also
on the geometry of the antenna. [1] provides a detailed de-
scription of the relations.

An example for a signal obtained with a transponder res-
onant loop antenna is shown in Figure 6. A voltage signal
of more than 6 Volts is achieved for a field strength of only
75 dBµA/m, which can be achieved at a distance of about
4 meters from the transmitter antenna without exceeding
the 60 dBµA/m in 10 meters limit.

Figure 6. Voltage measurement on a high Q resonance loop antenna
(r=3.5 cm,L=2µH, N=3) at a field strength of 75 dBµA/m (5.6 mA/m).
Although the quality factor Q is high in order to achieve a sufficient volt-
age (Upp = 6.7 V ), the current (I=13.9 mA) can still be significantly
modulated with 10µs pulses thus permitting data rates of 100 kilobit/s.

IV. R ECEIVING RANGE

In order to provide some numeric examples, a passive
communication with 6.67 kilobit per second and an effec-

1This can be achieved with a low power transponder or a larger antenna.



tive transponder antenna current ofIAnt=120 mA are as-
sumed. This is the equivalent current associated to the load
modulation. Furthermore, we assume a transponder with a
circular loop antenna with a radius of 2 cm.

The resulting magnetic field components for a passive
transponder with a data rate of 6.67 kilobit per second
are plotted in Figure 7, scaled such that noise levels from
[4] can be applied directly (dBµA/m in 2700 Hz). Please
note that separate transmitter and receiver antennas were
used for the experiments because the used power ampli-
fier/antenna system could not provide the permitted mag-
netic field strength at the desired distance and also power
amplifier noise can be suppressed. However, the receiv-
ing range will depend on the field strength at the transpon-
der location, regardless of the location of the source of the
magnetic field. For a noise level of 0 dBµA/m, the signal
could be demodulated over a distance of only 1.1 meters.
An increase of the data rate by a factor of 10 would reduce
this range to 0.7 meters. However, in a low noise environ-
ment, such as solid buildings, significant range extensions
should be possible. Our experimental results show that a
receiving range of 3 meters between the reader and state
of the art transponders (ID-card size) at a noise level of
−25 dBµA/m can be achieved. Therefore, for the given
data rate and power requirements, the system is limited by
the powering range. This will change when the data rate
is further increased or the field strength requirement of the
transponder is further reduced.

Experimental results obtained in our laboratory envi-
ronment are shown in Figure 8. A standard ISO 15693
communication with a data rate of 6.67 kB/s was used.
The field strength at the location of the transponder was
101 dBµA/m. Please note that only one side band is shown
on the spectrum analyzer, thus only one fourth of the bit
energy is depicted. Therefore, the total bit energy is 12 dB
higher.

For a single loop antenna and direct measurement of the
induced antenna noise signal (assuming the noise sources
at infinite distance), the induced spectral noise signalUind

can be approximated by

Uind = Aωµ ∗ En/Z0 (6)

whereA is the area of the antenna,ω the frequency,En

the spectral noise density of the electric field andZ0 the
impedance of the free space.

Based on (7) the required antenna size (single loop, no
resonance) for a certain spectral background noise field
strengthEn and a certain amplifier noiseen should be

A >
enZ0

ωµ ∗ En
(7)

in order to ensure that the amplifier noise is negligible. For
an environment ofEN=0 dBµV/m in 2700 Hz and a (re-
ceiver) amplifier noise ofen=1 nV/

√
Hz a required area

of A > 0.18 m2 (corresponding to a radius of 13 cm) is
obtained, not taking into account the gain due to resonance
which will also be effective to a certain extend at the side-
band frequency. Provided that the size of the antenna ex-
ceeds this value, no significant performance improvement
can be achieved through an increase of the antenna dimen-
sions. However, when the power amplifier noise becomes
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Figure 7. Received sideband signal for 13.56 MHz load modulation
communication. The blue and black lines indicate the field strength
associated with the load modulation for a standard transponder (field
strength@transponder location 100 dBµA/m) with a data rate of 6.67
kilobit per second. The red line represents the detection limit (bit error
rate< 10

−3) for the observed noise level, the green line the correspond-
ing noise level. The ”+”-symbols indicate experimental results. Note that
only one sideband of one auxiliary carrier is shown in the figure, the ac-
tual bit energy is four times as high. Consequently, the data rate could be
four times as high when all four sideband signals are considered. For a
further increase of the data rate a lower noise level or a higher modula-
tion of the transponder would be required, which is also feasible (compare
Figure 6).

dominant, larger antennas can be useful. Besides reso-
nance, the required antenna size could also be reduced us-
ing a higher number of windings. The number of windings
is limited by the increasing impedance of the antenna and
the coupling capacitance between the layers as undesired
gains and suppressions may occur. For our experiments
a resonance loop antenna withr =3.5 cm andN = 3
was sufficient that the environmental noise significantly
exceeded the receiver amplifier noise.

Downlink

Uplink

Noisefloor

Figure 8. Sideband measurement of an ISO 15693 communication (field
strength@transponder location 101 dBµA/m) measured with a receiver
antenna (r=3.5 cm) in a distance of 3.5 m.

V. I NTRINSIC L IMITATIONS

A reader comprises the following components:
• Low Noise Power Amplifier



• Resonance Loop Antenna
• Carrier Suppression
• Demodulation
• Detection

In particular single antenna readers have high demands on
these components. In order to achieve the receiving ranges
presented in the section IV it would be required that the
noise from the power amplifier remains below the received
noise. However, this is not easily achieved considering the
high power levels and the power amplifier will be of ma-
jor importance for the performance of an actual HF-RFID
reader.

Resonance loop antennas are usually used because they
can generate high magnetic field strength while the load
for the amplifier remains comparatively low. However, cir-
cuits with high quality factors also have drawbacks. They
do not only affect the transmitted signal but also the re-
ceived signals, which are actually suppressed by the reso-
nance circuit. Furthermore, antennas are usually tuned to
an impedance of 50Ω in order to permit easy exchange
of antennas and variable cable length. As a resonance an-
tenna will be tuned to a certain impedance for the reso-
nance frequency but not for the side band frequencies, the
impedance at the side bands will be significantly different.
This can lead to a reflection of power amplifier noise into
the receiver circuitry, for instance through a directional
coupler.

Figure 9. Carrier suppression methods: The simplest method is the
use of separate transmitter and receiver antennas, as we did for our in-
vestigations. Gradient coil (differential) antennas are also a simple yet
effective suppression method, which also reduces carrier noise. However,
it has limited applicability for long ranges. Filters may alsobe used, typ-
ically separate filters (with separate demodulation chains)for the upper
and lower sideband are applied, which may also be useful for suppression
of narrow-band disturbers. Combinations of these methods may bring
further improvements.

Assuming a power of 8 Watt applied to a 50Ω antenna,
the signal at the tapping point would be approximately
20 volts (compare Fig. 1). Even with a 10 Bit analog to
digital converter with a sampling rate of 30 MS/s the quan-
tization noise would amount to approximately 4µV/

√
Hz.

As a typical low noise amplifier can achieve an equivalent
input noise of 1 nV/

√
Hz or lower, it is obvious that a

carrier suppression in the analog domain is needed before
the received signal can be processed. Another desirable ef-
fect of carrier suppression, e.g. with differential antennas
(compare Figure 9), is the suppression of carrier associated
noise thus lessening the requirements for the power ampli-
fier. Besides differential antennas, other typical choicesare
directional couplers and high quality factor filters (which

do not remove carrier associated noise). Both methods
are sensitive to changes of component values, therefore
it is necessary to automatically tune the antenna circuit,
which is usually done by means of switched capacitors
or by means of tuneable inductors [7]. Another simple
method to eliminate the carrier is rectification, which will
not only suppress the carrier but also shift the signal to
the base band. A disadvantage of this approach is that it
is only sensitive to amplitude modulation but not to phase
modulation, whereas load modulation is usually a combi-
nation of both. However, it is possible to achieve an in-
phase/quadrature demodulation using a modulation mode
conversion and two rectifier circuits. Other demodulation
approaches include synchronous demodulation or analog
sampling. Both methods also suppress the carrier and may
be applied together with filters and couplers.

Once the signal is demodulated, standard techniques for
the detection can be applied, such as matched filters and
maximum ratio combining when more than one channel is
available [8].

VI. C ONCLUSION

The paper presents an analysis of the limitations of range
and data rate of HF-RFID systems. Based on standard
models and typical parameters (such as field strength re-
quirements and man-made noise) the reading range for a
given data range is determined and verified experimentally
with state of the art transponders. The results indicate that
operating ranges of 3 m @ 100 kilobit per second are feasi-
ble for HF-RFID systems with ID-card sized transponders
within the permitted field strength levels in low noise envi-
ronments.
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